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Abstract of the contribution: Update evaluation on KI#3. 
1	Introduction
This paper proposes update on KI#3 evaluation.
For application layer authorization, the interaction between UE and application server can be over UP or CP (e.g. IoT devices)
For feature level authorization, subscription is a way, but pre-configuring a user list in MBSF may be another way.
It is not clear what is “implicit service level authorization”, an example is indicated that DL packet filter could be used as a way of “implicit service level authorization”.
R01: The following is merged from S2-2008524:
From the meeting discussion of SA2#141E, it’s our understanding that “Network authorization” in section 7.4 actually refers to the 5MBS feature level control, and “application authorization” refers to MB service level authorization, therefore it’s proposed to clarify the above.
In addition, there are different interpretations on “application authorization”:
Interpretation-1: authorization is performed on application layer, which is then out of SA2 scope;
Interpretation-2: 5GC request application function to do run-time authorization when UE joins. 
This paper provides evaluation to Interpretation-2 and propose conclusion. 

2	Proposal
It is proposed to approve following changes.
* * * * First change (new text) * * * * 
[bookmark: _Toc50193148][bookmark: _Toc50467293][bookmark: _Toc54730078][bookmark: _Toc55203228][bookmark: _Toc519004414]7.4	Key Issue #3: Levels of authorization for Multicast communication services
Editor's note:	More evaluations may be needed.
Following items are the summary of feature design opinions related to authorization that are illustrated in candidate solutions:
A)	No authorization in 5GC;
B)	Network authorization on 5MBS feature level;
C)	MB service level Application authorization.
Candidate solution #4 and #16 indicate to support network authorization during service context operations, this way implies that 5GS manages the member group for an MBS session and authorization for the MBS session is required, e.g. by subscription or service requirement. This method can be applied when long term MBS session is deployed or full mode is deployed, and no privacy issue for group member between application server and MNO exists.
Candidate solution #4 and #14 indicate to support application level authorization during service context operations, this way implies that application server, instead of 5GS, manages the member group for a MBS session, and authorization for the MBS session is required, especially for temporarily deployed MBS session, e.g. live concert. This method can be applied when transport only mode is deployed or temporary MBS session is deployed. 
Solution #2 and #3 describe authorization on 5MBS service level, and Sol#2 also describes authorization on 5MBS feature level (i.e., network authorization per subscription as usual) in S2-2007282r01.
If the authorization is performed in 5GS on 5MBS feature level, this can be achieved by including a new authorization parameter for 5MBS in the subscription data, so that the UE joining to any MBS service can be rejected if the UE is not authorized to use 5MBS feature.
If there is no concern from the AF to exposing the affiliation, and Iif the authorization in 5GC is expected to be performed on MBS service level, this requires the AF to explicitly provide the affiliation of UE and its group, either by the AF provisioning such affiliation to the UDR (maybe via NEF) (e.g. in Sol#2 and Sol#3), or by AF providing such affiliation info to the PCF (e.g. in Sol#3).
Sol#3 also proposes that 5GC requests the AF to do run-time authorization when UE joins a specific MB service with the intention of avoiding exposing the affiliation of UE and its group to 5GC, however, this approach already exposes the affiliation to 5GC to some extent thus there is no major difference from the approach of AF pre-provisioning the affiliation of UE and its group to 5GC. Furthermore, the approach of 5GC requesting the AF to do run-time authorization implies that the UE joining procedure will be delayed which may result in timeout of NAS signalling. Therefore, it’s proposed to adopt the approach of AF pre-provisioning the affiliation of UE and its group to 5GC if there is a need to do MB service level authorization.
If there is concern about exposing such info to MNO in some use cases, e.g. public safety, the MBS service level authorization is assumed to be performed at application layer, or MBS service level authorization may be implicitly performed when UE is configured for a specific MBS service on application layer, e.g. via Service Announcement for public safety, which is out of SA2 scope.
If there is no concern from the AF to exposing the affiliation, the 5MBS service level authorization may be performed in 5GC.
* * * * End of changes * * * *
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